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This presentation contains “forward‐looking” statements that are based on our management’s beliefs and assumptions and on information currently available to 
management. We intend for such forward‐looking statements to be covered by the safe harbor provisions for forward‐looking statements contained in the U.S. Private 
Securities Litigation Reform Act of 1995. Forward‐looking statements include information concerning our possible or assumed strategy, future operations, financing plans, 
operating model, financial position, future revenues, projected costs, competitive position, industry environment, potential growth opportunities, potential market 
opportunities, plans and objectives of management and the effects of competition.

Forward‐looking statements include all statements that are not historical facts and can be identified by terms such as “anticipates,” “believes,” “could,” “seeks,” 
“estimates,” “expects,” “intends,” “may,” “plans,” “potential,” “predicts,” “prospects”, “projects,” “should,” “will,” “would” or similar expressions and the negatives of those 
terms, although not all forward‐looking statements contain these identifying words. Forward‐looking statements involve known and unknown risks, uncertainties and other 

factors that may cause our actual results, performance or achievements to be materially different from any future results, performance or achievements expressed or 
implied by the forward‐looking statements. We cannot guarantee that we actually will achieve the plans, intentions, or expectations disclosed in our forward‐looking 
statements and you should not place undue reliance on our forward‐looking statements.

Forward-looking statements represent our management’s beliefs and assumptions only as of the date of this presentation. We undertake no obligation, and do not intend 
to update these forward‐looking statements, to review or confirm analysts’ expectations, or to provide interim reports or updates on the progress of the current financial 
quarter. Further information on these and other factors that could affect our financial results are included in our filings we make with the Securities and Exchange 
Commission, including those discussed in our most recent Annual Report on form 10-K.

This presentation includes certain non‐GAAP financial measures as defined by SEC rules. We have provided a reconciliation of those measures to the most directly 
comparable GAAP measures in the Appendix. Terms such as “Annual Contract Value” and “G2K Customer” shall have the meanings set forth in our filings with the SEC. 
This presentation includes estimates of the size of the target addressable market for our products and services. We obtain industry and market data from our own internal 
estimates, from industry and general publications, and from research, surveys and studies conducted by third parties. The data on which we rely, and our assumptions, 
involve approximations, judgments about how to define and group product segments and markets, estimates, and risks and uncertainties, including those discussed in our 
most recent annual report on Form 10-K and other risks which we do not foresee that may materially, and negatively impact or fundamentally change the markets in which 
we compete. Therefore, our estimates of the size of the target addressable markets for our products and services could be overstated. Further, in a number of product 
segments and markets our product offerings have only recently been introduced, and we do not have an operating history establishing that our products will successfully 
compete in these product and market segments or successfully address the breadth and size of the market opportunity stated ofimplied by the industry and market data 
in this presentation. The information in this presentation on new products, features, or functionalities is intended to outline ServiceNow’s general product direction and 
should not be included in making a purchasing decision. The information on new products, features, functionalities is for informational purposes only and may not be 
incorporated into any contract. The information on new products is not a commitment, promise, or legal obligation to deliver any material, code or functionality. The 
development, release, and timing of any features or functionality described for our products remains at ServiceNow’s sole discretion.

Safe harbor notice for forward-looking statements
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We are a platform company
Our uniquely flexible platform enables the movement of work across the entire enterprise

1 Architecture
One Data Model

One Security Model

Full instance control

All Core Services
Workflow / Task Management

Analytics & Insights

Artificial Intelligence

RPA

Strategic Portfolio Management

Integrated Risk Management

Native Integrations
Organically Built Hub

Over 500 Integrations on the Store

Technology Partnerships

Experience Layer
Consumer-grade UI

Mobile

Virtual Agent

Tech Foundation
Discovery & Asset Management

ITOM & Event Management

AIOps & Observability

CMDB
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Security Operations

(Product Portfolio)

Vulnerability 

Response
Threat 

Intelligence

Security 

Incident 

Response
Configuration 

Compliance

Now Platform®
Dashboards 

and Analytics
Technology 

Service Workflows

Service 

Mapping
Discovery & CMDB Enterprise VisibilityIntegrated 

Self-service
Pre-built 

Integrations

Omni-channel

Experience
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Detection Correlation/Anomaly

SG/CMDB

IT Connection

Automation

Workflows

Vuln & Config

Logos are trademarks or registered trademarks of their respectiv e owners and not ServiceNow

Threat Intel

Exploit & Solutions Intel

Orchestration

Machine Learning

Analytics

Our Mission for Security Operations 
Transformation for a 10x improvement in security posture, productivity & compliance

AIOps

Now Platform®

Simulations
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Progressive Security Operations is Visibility
Develop a baseline

Know your threats Know your ExposureContinuous Visibility

2

Now Platform®
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Assess 
effectiveness of 
Defensive and 

Detective controls

Contextualized 
Threat 

Intelligence

Continuous
validation of

security controls

Measure Security 
product Efficacy

Cyber kill chain 
coverage

Prioritize risks and
mitigation efforts

Know your Controls Know your Coverage Know your Priorities

Progressive Security Operations is Orchestration
Move your baseline forward

Now Platform®
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Threat 
Intelligence

Vulnerability 
Response

Security 
Incident 
Response

Now Platform®

✅ Control failure Incident 
Investigations

✅ Overall Control Visibility 
Dashboards

✅ Automated IOC 
Remediat ion Playbooks

✅ Security Effect iveness 
Dashboards (heatmaps)

✅ Compensating Controls 
Coverage for Vulns

✅ Priorit izat ion of Vuln 
Remediat ion & Patching 
with Security Scores

◎ Simulat ion Results

◎ Control Insights

◎ Adversary Accessibility

◎ Environmental Exposure

◎ IOC

◎ MITRE TTP

SafeBreach & ServiceNow Use Cases

Enterprise Visibil ity

Security Teams

Risk & Compliance Teams

C-suite
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SafeBreach & ServiceNow Roadmap

Phase 1

(Q2’22)

Phase 2

(H2’22)

Phase 3

(Roadmap-2022)

Phase 4

(Future)

Control Visibility

• Security Posture 
Dashboards (View 
Simulation Results & 

Insights) 

• Incident Response 
workflows ( 
remediate 

inconsistent or failed 
simulations)

Security Effectiveness

• MITRE ATT&CK TTP 
coverage trends

• MITRE ATT&CK 
heatmap w/ 

SafeBreach Security 
scores (Prevent , 
Detect  & Observed)

Risk based Vuln Mgmt

• Prioritize Vulnerabilities 
with Security Control 
Context  

• Optimize Patch 

Management (for IT)

Advanced Security 

Posture Management

• Cloud Workload 
Cyber Hygiene 

Optics

• Prioritize and 
Remediate Cloud 
Security Gaps 

(SDLC & Run-time)
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Questions?
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Thank you




